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**Abstract: *Nowadays, the community has important roles for transferring records precisely and quick from source to a destination. In this project we are develop new algorithm to Image Steganography Using Kmeans & Encryption technique Steganography is defined as the study of invisible communication. Steganography usually deals with the ways of hiding the existence of the communicated data in such a way that it remains confidential. It maintains secrecy between two communicating parties. In image steganography, secrecy is achieved by embedding data into cover image and generating a stego-image. There are different types of steganography techniques each have their strengths and weaknesses. In this paper, we review the different security and data hiding techniques that are used to implement a steganography such as LSB, ISB, MLSB etc. Most of the existing steganographic algorithms are performed in pixel domain as it provides more embedding space (capacity), reliability and controllability in encoding/decoding of the hidden message.***
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**INTRODUCTION:**

* Steganography, which is Greek for "covered writing," is a subset of the emerging discipline of information hiding. It is the science of transmitting a message between two parties in such a manner that an eavesdropper will not be aware that the message exists. Unlike cryptography, which seeks to hide the content of the message, with steganography we seek to hide the existence of the message. Of course, steganography and cryptography can be used in conjunction, so that message content may be protected cryptographically, even if the steganographic "shield" fails and the existence of the message is discovered.
* Today digital data can be easily copied and multiplied without information loss. It has become imperative to verify the owner of a digital data, to identify illegal copies of the multimedia content and to prevent unauthorized distribution. Information hiding techniques have thus recently received great attention from the research community.
* Steganography involves hiding of text, image or any sensitive information inside another image, video or audio in such a way that an attacker will not be able to detect its presence.
* Steganography is, many times, confused with cryptography as both the techniques are used to secure information.
* The difference lies in the fact that steganography hides the data so that nothing appears out of ordinary while cryptography encrypts the text, making it difficult for an outsider to infer anything from it even if they do attain the encrypted text.
* Both of them are combined to increase the security against various malicious attacks. Image Steganography uses an image as the cover media to hide the secret message.
* In this project, we propose an image steganography method which clusters the image into various segments and hides data in each of the segment. Various clustering algorithms can be used for image segmentation. Segmentation involves huge set of data in the form of pixels, where each pixel further has three components namely red, green and blue. K-means clustering technique is used to get accurate results. Therefore, we use K-means clustering technique to get accurate results in a small time period.

# METHODOLOGY:

## In this project, we propose an image steganography method which clusters the

image into various segments and hides data in each of the segment. Various clustering algorithms can be used for image segmentation. Segmentation involves huge set of data in the form of pixels, where each pixel further has three components namely red, green and blue. K-means clustering technique is used to get accurate results. Therefore, we use K- means clustering technique to get accurate results in a small time period.

1. **RESULT AND ANALYSIS**
2. **CONCLUSION:**

In this research work we reviewed many papers on steganography techniques. These papers are good enough and have wide future scope. By reviewing these papers, we observed that most of the steganography work is done in the year 2012 & 2013. In these years, LSB is the most widely used technique for steganography. Some researchers have also used the techniques like water marking, distortion technique, spatial technique, ISB, MSB in their work and provided a strong means of secure information transmission. Most of the papers that are discussed here are taken from IEEE Explore, AICCSA, IJET, IJCSE, IJCA etc. This review paper is enough for them to start their work in this field. The different security and data hiding techniques are used to implement steganography using LSB, ISB, MLSB.

# FUTURE SCOPE:

Hiding a file, message or even a video within another file can be an effective way for malware authors to obscure their own payload or to exfiltrate user data. Given the popularity of image sharing on social media sites and the prevalence of image-based advertisement, we expect the recent trend of using steganography in malware to continue. These papers provide a lot of help to the initiator for starting their work in this field. In further research we are going to use more advance schemes like steganography with some hybrid cryptographic algorithm for enhancing the data security.
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